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Comments are invited on: (a) Whether 
the proposed collections of information 
are necessary for the proper 
performance of the functions of the 
agency, including whether the 
information shall have practical utility; 
(b) the accuracy of the agency’s estimate 
of the burden of the proposed collection 
of information; (c) ways to enhance the 
quality, utility, and clarity of the 
information to be collected; and (d) 
ways to minimize the burden of the 
collection of information on 
respondents, including through the use 
of automated collection techniques or 
other forms of information technology. 

Proposed Project: 2012 National Survey 
on Drug Use and Health (NSDUH) 
Questionnaire Field Test—NEW 

The National Survey on Drug Use and 
Health (NSDUH) is a survey of the 

civilian, non-institutionalized 
population of the United States 12 years 
old and older. The data are used to 
determine the prevalence of use of 
tobacco products, alcohol, illicit 
substances, and illicit use of 
prescription drugs. The results are used 
by SAMHSA, ONDCP, Federal 
government agencies, and other 
organizations and researchers to 
establish policy, direct program 
activities, and better allocate resources. 

In order to continue producing 
current data, SAMHSA’s Center for 
Behavioral Health Statistics and Quality 
(CBHSQ) must update the NSDUH 
periodically to reflect changing 
substance abuse and mental health 
issues. CBHSQ is planning to redesign 
the NSDUH for the 2015 survey year. 
The redesign will seek to achieve two 

main goals: (1) To revise the 
questionnaire to address changing 
policy and research data needs, and (2) 
to modify the survey methodology to 
improve the quality of estimates and the 
efficiency of data collection and 
processing. SAMHSA is requesting 
approval to conduct a Questionnaire 
Field Test (QFT) to test revisions to the 
questionnaire associated with these 
goals. 

The field test will consist of 2,000 
English-speaking respondents in the 
continental United States. The sample 
size of the survey will be large enough 
to detect differences between data 
collected using the annual NSDUH 
compared to the redesigned procedures. 
The total annual burden estimate is 
shown below: 

ESTIMATED BURDEN FOR 2012 NSDUH QFT 

Instrument Number of 
respondents 

Responses 
per 

respondent 

Hours 
per 

response 

Total 
burden 
hours 

Hourly 
wage rate 

Annualized 
costs 

Household Screening ..................................... 3,338 1 0.083 277 $14.45 $4,003 
Interview ......................................................... 2,000 1 1.250 2,500 14.45 36,125 
Screening Verification .................................... 100 1 0.067 6 .7 14.45 97 
Interview Verification ...................................... 300 1 0.067 20 14.45 289 

Total ........................................................ 3,338 ........................ ........................ 2,804 ........................ 40,514 

Send comments to Summer King, 
SAMHSA Reports Clearance Officer, 
Room 8–1099, One Choke Cherry Road, 
Rockville, MD 20857 or email a copy to 
summer.king@samhsa.hhs.gov. Written 
comments must be received before 60 
days after the date of the publication in 
the Federal Register. 

Summer King, 
Statistician. 
[FR Doc. 2012–4713 Filed 2–28–12; 8:45 am] 

BILLING CODE 4162–20–P 

DEPARTMENT OF HOMELAND 
SECURITY 

[Docket No. DHS–2011–0116] 

Information Collection Request: 
GFIRST Conference Stakeholder 
Evaluation 

AGENCY: National Protection and 
Programs Directorate, DHS. 
ACTION: 60-day notice and request for 
comments; New Information Collection 
Request: 1670–NEW. 

SUMMARY: The Department of Homeland 
Security (DHS), National Protection and 
Programs Directorate (NPPD), Office of 
Cybersecurity and Communications 

(CS&C), National Cyber Security 
Division (NCSD), United States 
Computer Emergency Readiness Team 
(US–CERT), will submit the following 
Information Collection Request to the 
Office of Management and Budget 
(OMB) for review and clearance in 
accordance with the Paperwork 
Reduction Act of 1995 (Pub. L. 104–13, 
44 U.S.C. Chapter 35). 

DATES: Comments are encouraged and 
will be accepted until April 30, 2012. 
This process is conducted in accordance 
with 5 CFR 1320.1. 

ADDRESSES: Written comments and 
questions about this Information 
Collection Request should be forwarded 
to DHS/NPPD/CS&C/NCSD/US–CERT 
Department of Homeland Security (Attn: 
NPPD/CS&C/NCSD/US–CERT) 245 
Murray Lane SW., Bldg 410, 
Washington, DC 20528–0635. Emailed 
requests should go to Corliss McCain, 
Corliss.McCain@dhs.gov. Written 
comments should reach the contact 
person listed no later than April 30, 
2012. Comments must be identified by 
‘‘DHS–2011–0116’’and may be 
submitted by one of the following 
methods: 

• Federal eRulemaking Portal: http:// 
www.regulations.gov. 

• Email: Include the docket number 
in the subject line of the message. 

Instructions: All submissions received 
must include the words ‘‘Department of 
Homeland Security’’ and the docket 
number for this action. Comments 
received will be posted without 
alteration at http://www.regulations.gov, 
including any personal information 
provided. 

SUPPLEMENTARY INFORMATION: The 
purpose of DHS’s premier cyber 
conference is to continually seek to 
enhance collaborative efforts between 
cyber constituencies, partners and 
stakeholders. The data provided will 
assist GFIRST planners in areas of 
improvement and efficiency. With the 
survey responses we can better tailor 
our events, materials and activities to 
improve the efforts of protecting our 
Nation’s cybersecurity. As part of the 
National Strategy for a Secure 
Cyberspace, US–CERT is required to 
assist in the fight against the disruption 
of the operation of critical information 
systems. 

The National Strategy for a Secure 
Cyberspace requires US–CERT to assist 
in the continuous assessment of threats 
and vulnerabilities to Federal cyber 
systems. As part of our mission, US– 
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CERT is required to assist and urge state 
and local governments to consider 
establishing information technology 
security programs and participate in 
information sharing and analysis centers 
with similar governments. The GFIRST 
conference provides an annual forum to 
network with public and private 
stakeholders, while also acting as a 
conduit for state, local and government 
information sharing critical to securing 
our nations cyberspace. 

OMB is particularly interested in 
comments that: 

1. Evaluate whether the proposed 
collection of information is necessary 
for the proper performance of the 
functions of the agency, including 
whether the information will have 
practical utility; 

2. Evaluate the accuracy of the 
agency’s estimate of the burden of the 
proposed collection of information, 
including the validity of the 
methodology and assumptions used; 

3. Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

4. Minimize the burden of the 
collection of information on those who 
are to respond, including through the 
use of appropriate automated, 
electronic, mechanical, or other 
technological collection techniques or 
other forms of information technology, 
e.g., permitting electronic submissions 
of responses. 

Analysis 

Agency: Department of Homeland 
Security, National Protection and 
Programs Directorate, Office of 
Cybersecurity and Communications, 
National Cyber Security Division, 
United States Computer Emergency 
Readiness Team. 

Title: GFIRST Conference Stakeholder 
Evaluation. 

OMB Number: 1670–NEW. 
Frequency: Annually. 
Affected Public: Conference attendees, 

comprised of general public. 
Number of Respondents: 1000 

respondents. 
Estimated Time per Respondent: 2 

minutes. 
Total Burden Hours: 16.6 annual 

burden hours. 
Total Burden Cost (capital/startup): 

$0. 
Total Recordkeeping Burden: $0. 
Total Burden Cost (operating/ 

maintaining): $675.95. 

Dated: February 21, 2012. 
David Epperson, 
Chief Information Officer, National Protection 
and Programs Directorate, Department of 
Homeland Security. 
[FR Doc. 2012–4754 Filed 2–28–12; 8:45 am] 

BILLING CODE 9110–9P–P 

DEPARTMENT OF HOMELAND 
SECURITY 

Transportation Security Administration 

[Docket No. TSA–2005–21866] 

Intent To Request Renewal From OMB 
of One Current Public Collection of 
Information: Enhanced Security 
Procedures at Ronald Reagan 
Washington National Airport 

AGENCY: Transportation Security 
Administration (TSA), DHS. 
ACTION: 60-day Notice. 

SUMMARY: The Transportation Security 
Administration (TSA) invites public 
comment on one currently approved 
Information Collection Request (ICR), 
OMB control number 1652–0035, 
abstracted below, that we will submit to 
the Office of Management and Budget 
(OMB) for renewal in compliance with 
the Paperwork Reduction Act. The ICR 
describes the nature of the information 
collection and its expected burden. The 
collection requires General Aviation 
(GA) aircraft operators who wish to fly 
into and/or out of Ronald Reagan 
Washington National Airport (DCA) to 
designate a security coordinator and 
adopt a DCA Access Standard Security 
Program (DASSP). 
DATES: Send your comments by April 
30, 2012. 
ADDRESSES: Comments may be emailed 
to TSAPRA@dhs.gov or delivered to the 
TSA PRA Officer, Office of Information 
Technology (OIT), TSA–11, 
Transportation Security Administration, 
601 South 12th Street, Arlington, VA 
20598–6011. 
FOR FURTHER INFORMATION CONTACT: 
Joanna Johnson at the above address, or 
by telephone (571) 227–3651. 
SUPPLEMENTARY INFORMATION: 

Comments Invited 

In accordance with the Paperwork 
Reduction Act of 1995, (44 U.S.C. 3501 
et seq.), an agency may not conduct or 
sponsor, and a person is not required to 
respond to a collection of information, 
unless it displays a valid OMB control 
number. Therefore, in preparation for 
OMB review and approval of the 
following information collection, TSA is 
soliciting comments to— 

(1) Evaluate whether the proposed 
information requirement is necessary for 
the proper performance of the functions 
of the agency, including whether the 
information will have practical utility; 

(2) Evaluate the accuracy of the 
agency’s estimate of the burden; 

(3) Enhance the quality, utility, and 
clarity of the information to be 
collected; and 

(4) Minimize the burden of the 
collection of information on those who 
are to respond, including using 
appropriate automated, electronic, 
mechanical, or other technological 
collection techniques or other forms of 
information technology. 

Information Collection Requirement 
OMB Control No. 1652–0035; 

Enhanced Security Procedures at 
Ronald Reagan Washington National 
Airport (DCA), 49 CFR part 1562. TSA 
is hereby requesting an extension of this 
information collection. 

TSA requires General Aviation (GA) 
aircraft operators who wish to fly into 
and/or out of DCA to designate a 
security coordinator and adopt the 
DASSP. Once aircraft operators have 
complied with the DASSP requirements, 
they may request a slot reservation from 
the Federal Aviation Administration 
(FAA) and request a flight authorization 
from TSA to fly into and out of DCA. 

To receive authorization for a flight 
into or out of DCA, aircraft operators 
must submit certain information to TSA 
so that TSA can conduct name-based 
threat assessments on the crewmembers 
and passengers, including armed 
security officers (ASOs) when required 
to be onboard. The operator’s last point 
of departure must be from a Fixed Base 
Operator (FBO) that holds a TSA- 
approved DCA Access Fixed Based 
Operator Standard Security Program 
(FBOSSP), located at an airport 
designated by TSA (gateway airport). 
Before the aircraft departs the gateway 
airport for DCA, the operator must 
inspect the aircraft and screen the 
passengers, their carry-on property, and 
property carried in the cargo hold. 

For each passenger and crewmember 
onboard an aircraft that operates into 
and/or out of DCA, the aircraft operator 
must submit the following information: 
(1) Legal name, including first, middle, 
and last, any applicable suffix, and any 
other names used; (2) current mailing 
address, including residential address if 
different than current mailing address; 
(3) date and place of birth; (4) Social 
Security number (submission is 
voluntary, although recommended); (5) 
citizenship status and date of 
naturalization, if the individual is a 
naturalized citizen of the United States; 
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